
【外資系セキュリティコンサル】サイバーセキュリティコンサルタント｜キャリアパス
あり

希望に応じてマネジメント職や、シニアスペシャリスト（SME）を⽬指せます

募集職種

⼈材紹介会社
モーガン・マッキンリー

求⼈ID
1573062  

業種
銀⾏・信託銀⾏・信⽤⾦庫  

雇⽤形態
正社員  

勤務地
東京都 23区

給与
経験考慮の上、応相談

更新⽇
2026年02⽉03⽇ 00:00

応募必要条件

職務経験
3年以上  

キャリアレベル
中途経験者レベル  

英語レベル
ビジネス会話レベル  

⽇本語レベル
流暢  

最終学歴
短⼤卒： 準学⼠号  

現在のビザ
⽇本での就労許可が必要です  

募集要項

世界トップクラスのサイバーセキュリティコンサルティングファームにて、企業のIT・情報資産を守るサイバーセキュリ
ティコンサルタントを募集しています。

グローバルプロジェクト多数。クライアントのリスク評価から対策設計・導⼊、インシデント対応まで幅広い⽀援を⾏い、
ビジネスに直結するセキュリティ強化を実現します。

主な職務内容

脆弱性診断、ペネトレーションテスト、リスク分析などのセキュリティアセスメント実施
最新のサイバー攻撃動向や業界ベストプラクティスの把握
顧客企業及びビジネス全体を守る抜け漏れのないセキュリティ対策を統合するため、関連部⾨やグローバルチームと
連携すること
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顧客/業界固有のニーズに配慮した、カスタムセキュリティ戦略・対策の設計および導⼊⽀援
ファイアウォール、暗号化、IDS/IPS、セキュリティポリシーの導⼊⽀援
セキュリティインシデントの監視、対応、再発防⽌策の⽴案

Join a top global consulting firm specializing in cyber security  as a Global Cyber Security Consultant based in Tokyo.
In this role, you will help enterprise clients strengthen their security posture by delivering end-to-end cyber security advisory
and implementation support. You will work in an international consulting environment, collaborating with global teams to
design and deliver security solutions that address complex business and technology risks.

Key Responsibilities

Conduct comprehensive security assessments, including vulnerability assessments, penetration testing, and risk
analysis.
Stay current with cybersecurity trends, threats, and best practices  to protect clients against emerging risks.
Collaborate with cross-functional teams to embed cybersecurity controls across client organizations.
Design and deliver customized cybersecurity strategies and solutions aligned with client needs and industry
standards.
Support the implementation of security controls such as firewalls, encryption, intrusion detection systems, and
security policies.
Monitor, respond to, and remediate security incidents and breaches , providing incident response support.

スキル・資格

必須条件 経験・資格：

サイバーセキュリティの実務経験
または、関連領域のコンサルティング経験（ITリスク、ITガバナンス、サイバーコンプライアンス、IT監査など）
顧客のセキュリティ全体像を俯瞰し、複雑な課題を解決する能⼒
エンタープライズ環境でのセキュリティ評価・対策経験

ソフトスキル：
論理的思考⼒および課題解決⼒（顧客ニーズに即した最適解を導けること）
コミュニケーション（顧客と信頼関係を築けること）
コラボレーション（顧客にとって最善のソリューションを実現するために、グローバル・クロスファンクショナル環
境で協働できること）

語学⼒：
⽇本語：流暢
英語：ビジネスレベル

歓迎条件
サイバーセキュリティコンサルティングの経験
プリセールス経験

この求⼈がおすすめの理由
国際的なチーム
海外メンバーとグローバル案件を⼿掛けるチャンス
希望に応じてマネジメント職や、シニアスペシャリスト（SME）を⽬指せます
リモートワーク・フレックスタイム制度あり

【外資系サイバーセキュリティ】アカウントエグゼクティブなど、サイバーセキュリティ案件多数。今すぐ応募！

Required Skills and QualificationsExperience:
Experience in cyber security or related consulting areas such as IT Risk, IT Governance, cyber compliance, or IT
Audit.
Ability to assess enterprise security landscapes  and address complex client business requirements.
Hands-on exposure to security assessments, controls, or advisory engagements.

Soft Skills:
Strong analytical and problem-solving capabilities.
Client-facing communication skills with the ability to explain security concepts clearly.
Collaborative mindset suited to global and cross-functional teams .

Language Requirements:
Japanese: Fluent
English: Business level

Preferred Skills & Qualifications
Experience in cyber security consulting or pre-sales  activities.

Why You'll Love Working Here
Work as part of an international consulting team on global cyber security projects.
Opportunity to collaborate with colleagues across multiple countries and regions.
Clear career paths to grow into management roles or senior specialist / SME positions .
Flexible working style with remote work, WFH, and flextime options .
Exposure to diverse industries and complex enterprise security challenges.

Don't Miss Out - Apply Now!
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会社説明

Morgan McKinleyは国際的な⼈材コンサルティング会社として、さまざまな業界・分野をリードする採⽤企業様と、スペ
シャリストとしてのスキルを有する⼈材とを結びつけるお⼿伝いをしています。1988年の創⽴以来、Morgan McKinleyの名
は、「卓越した質のサービス」「市場知識の豊富さ」「No.1企業であり続けようとする強い意志」、そして何よりも「実
績」を体現する会社として知られています。

リクルーティング スペシャリストである弊社コンサルタントまでお気軽にお問い合わせください。
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