
【フルリモート可能！】セキュリティスペシャリスト

【フルリモート可能！】セキュリティスペシャリスト

募集職種

⼈材紹介会社
マイケル・ペイジ・インターナショナル・ジャパン株式会社

求⼈ID
1572734  

業種
その他（IT・インターネット・ゲーム）  

雇⽤形態
正社員  

勤務地
東京都 23区

給与
経験考慮の上、応相談

更新⽇
2026年01⽉19⽇ 19:10

応募必要条件

キャリアレベル
中途経験者レベル  

英語レベル
⽇常会話レベル  

⽇本語レベル
流暢  

最終学歴
⼤学卒： 学⼠号  

現在のビザ
⽇本での就労許可が必要です  

募集要項

エンタープライズ向けAI・データ分析プラットフォームを提供するグローバルスタートアップで、情報資産を守るセキュリ
ティスペシャリストとしてご活躍いただきます。

企業情報

当社クライアントは、シリコンバレー発のAI・データサイエンス領域のSaaSプロダクトを展開するグローバルスタート
アップです。

独⾃の特徴量⾃動設計技術と機械学習⾃動化（AutoML）を組み合わせ、企業のデータ分析プロセスを⾃動化するソリュー
ションを⽇⽶欧のエンタープライズ企業へ提供しています。⽇本⼈創業者のもと、⽇本発のAI技術で世界市場をリードする
プロダクトカンパニーを⽬指し、⽇⽶欧の拠点で事業を拡⼤中です。

職務内容

セキュリティリスク評価・戦略⽴案
セキュリティ対策の設計・実装・運⽤・評価
セキュリティインシデント対応
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ベンダーアセスメント・認証対応
輸出管理対応

条件・待遇

年収：6,000,000円〜8,000,000円 + ストックオプション
フルリモート及びフレックスタイム
副業・兼業も相談可能
年間10万円までの⾃⼰開発予算（技術カンファレンス参加、技術書籍購⼊など）

To apply online please click the 'Apply' button below. For a confidential discussion about this role please contact Pedro Mori
on +81 3 6627 6133.

スキル・資格

セキュリティ関連の実務経験 3年以上

以下のいずれかの知識・実務経験

WAF、IDS／IPS、SIEM 等のセキュリティソリューションの構築・運⽤経験
SaaS／クラウドサービスのセキュリティ対策およびエンドポイントセキュリティ対策の実装・運⽤経験
脆弱性情報の収集・評価および対策実務
ペネトレーションテストまたはレッドチームでの実務経験
フォレンジック、マルウェア解析、インシデントレスポンスなどの経験
社内情報システム（社内ネットワーク、ID管理、SaaS管理等）の構築・運⽤経験
いずれかのプログラミング⾔語を⽤いた開発経験

⽇本語・英語で、読み⼿を意識したドキュメント作成スキル

会社説明

当社クライアントは、シリコンバレー発のAI・データサイエンス領域のSaaSプロダクトを展開するグローバルスタート
アップです。

独⾃の特徴量⾃動設計技術と機械学習⾃動化（AutoML）を組み合わせ、企業のデータ分析プロセスを⾃動化するソリュー
ションを⽇⽶欧のエンタープライズ企業へ提供しています。⽇本⼈創業者のもと、⽇本発のAI技術で世界市場をリードする
プロダクトカンパニーを⽬指し、⽇⽶欧の拠点で事業を拡⼤中です。
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