
社内SE / サイバーセキュリティ担当

⽇系スポーツ⽤品メーカーでの募集です。 セキュリティエンジニアのご経験のある⽅…

募集職種

⼈材紹介会社
株式会社ジェイ エイ シー リクルートメント

採⽤企業名
⽇系スポーツ⽤品メーカー  

求⼈ID
1570391  

業種
アパレル・ファッション  

雇⽤形態
正社員  

勤務地
東京都 23区

給与
500万円 ~ 900万円

勤務時間
09:00 〜 17:30

休⽇・休暇
【有給休暇】有給休暇は⼊社後7ヶ⽉⽬から付与されます ⼊社7ヶ⽉⽬には最低10⽇以上 【休⽇】週休⼆⽇制 ⼟ ⽇ 祝⽇
GW …

更新⽇
2026年01⽉22⽇ 17:00

応募必要条件

キャリアレベル
中途経験者レベル  

英語レベル
ビジネス会話レベル  

⽇本語レベル
ネイティブ  

最終学歴
⾼等学校卒  

現在のビザ
⽇本での就労許可が必要です  

募集要項

【求⼈No NJB2312226】
【ポジション概要：サイバーセキュリティ担当】
本ポジションは、全社の情報システムをサイバー攻撃や情報漏洩といったリスクから守ることを⽬的としたセキュリティ専
任のポジションです。⽇々進化するサイバー脅威に対応するため、最新の技術やツールを活⽤しながら、監視・分析・対
応・教育といった包括的なセキュリティ活動をリードしていただきます。

【主な業務内容】
・セキュリティ監視
 ネットワークやシステムの挙動を常時監視し、不審なアクセスや異常な挙動を検出・初動対応
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・インシデント対応
 サイバー攻撃やセキュリティインシデント発⽣時の原因調査・影響評価・再発防⽌策の⽴案と実⾏
・リスクアセスメント
 社内システムやクラウドサービスなどの脆弱性を診断し、リスク評価と対策⽅針の策定
・セキュリティポリシー策定・運⽤
 グローバルシステムに適⽤する情報セキュリティ基準の策定、従業員向けの教育・啓発活動の企画・実施
・最新技術の導⼊
 新たなセキュリティ技術やツールの評価・導⼊検討（例：EDR、SIEM、ゼロトラストなど）
・コンプライアンス対応
 国内外の法令・業界規制（例：J SOX、GDPRなど）に準拠したセキュリティ対策の整備および実⾏管理

スキル・資格

【必須条件】
脆弱性診断やペネトレーションテストの実務経験
セキュリティポリシーの策定および運⽤経験
クラウドセキュリティ（AWS、Azure、GCP いずれか）に関する基礎的な知識

【歓迎条件】
SIEM（Security Information and Event Management）ツールの運⽤経験
クラウドセキュリティにおける実践的な設計・運⽤スキル（例：IAM設計、ログ監査、⾃動化対策など）
脆弱性診断に加え、レポート作成や経営層への報告などの経験
セキュリティ関連の資格保持（例：CISSP、CISM、CEHなど）

【歓迎資格】
情報処理安全確保⽀援⼠
情報セキュリティマネジメント試験
CISSP（Certified Information Systems Security Professional）
CEH（Certified Ethical Hacker）
CISM（Certified Information Security Manager）

会社説明

ご紹介時にご案内いたします
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