
【GSX】脆弱性診断コンサルタント（リーダー候補）【サイバーセキュリティ専⾨企業/
東証グロース上場】

幅広い技術領域に挑戦できる/顧客の信頼を守る社会的意義の⾼い仕事です！

募集職種

採⽤企業名
グローバルセキュリティエキスパート株式会社（GSX）

求⼈ID
1563338  

部署名
テクノロジー統括部  

業種
SIer・システムインテグレーター  

雇⽤形態
正社員  

勤務地
東京都 23区, 港区

最寄駅
⼭⼿線、 浜松町駅

給与
400万円 ~ 700万円

勤務時間
9:00〜17:30 （所定労働時間：7時間30分、休憩60分）

休⽇・休暇
完全週休2⽇制（⼟⽇祝）

更新⽇
2026年02⽉04⽇ 12:00

応募必要条件

職務経験
1年以上  

キャリアレベル
中途経験者レベル  

英語レベル
無し  

⽇本語レベル
ネイティブ  

最終学歴
⼤学卒： 学⼠号  

現在のビザ
⽇本での就労許可が必要です  

募集要項

【業務内容】
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■Webシステムをはじめ、ブロックチェーン、クラウド、エンドポイント端末など、幅広い領域を対象とした脆弱性診断・
ペネトレーションテストなどを⾏っています。
お客様のシステムに潜むリスクを実践的な⼿法で⾒つけ出し、改善策を提案することで、セキュリティレベルの向上を⽀援
する重要なポジションです。

＜具体的に＞

Webアプリケーション、プラットフォーム、スマートフォンアプリなどのセキュリティ診断
脅威ベースのペネトレーションテストの実施
脆弱性管理⽀援、セキュア開発⽀援などの技術的コンサルティング
診断結果の報告および改善提案
開発プロセスにおける設計段階からのセキュリティアドバイス

【役割と重要性】

ご実績やご志向性によりますが⼊社後、早期にリーダー職位をお任せしていきたい想定です。
脆弱性診断はリリース前チェックにとどまらず、近年は設計段階からの⽀援など、上流⼯程での関与も拡⼤していま
す。
脆弱性診断コンサルタントとして、技術⾯だけでなく顧客の開発プロセス全体に価値を提供する役割を担っていただ
きます。

＜募集背景＞
■IT技術の普及・発達に伴いセキュリティにおける事故が増加してきております。そんな中で情報セキュリティに関する
ニーズが拡⼤傾向にあり、たくさんのお引き合いを頂いているため⼈員強化を図りたく募集をしております。

＜配属部署＞
■タイガーチームサービス部：13名
※BP（ビジネスパートナー）を含めると約40名程度
※チームワークを重視し、経験者・未経験者が互いにサポートしながら成⻑できる環境です。

＜本ポジションの魅⼒・やりがいなど＞

幅広い技術領域に挑戦できる
Webやクラウドに加え、IoT・ブロックチェーンなど最先端技術へのセキュリティ対策に携われます。

顧客の信頼を守る社会的意義の⾼い仕事
実際の攻撃を想定した診断やコンサルティングを通じて、企業の安全を⽀える重要な役割を担います。

上流⼯程からの提案が可能
開発段階からセキュリティ品質を⾼める提案を⾏うなど、単なる診断業務にとどまらず“攻めのセキュリ
ティ”を実践できます。

成⻑を後押しするチーム⽂化
経験豊富なメンバーが多く、教育・ナレッジ共有が活発。未経験からでも確実にスキルアップが可能です。

柔軟な働き⽅
フルリモート勤務も相談可能。結果を重んじるチームカルチャーのため、個々のライフスタイルに合わせて働
ける柔軟な環境を整えています。

【雇⽤形態】
正社員
※試⽤期間は、⼊社⽇より3ヶ⽉間とする。（試⽤期間中の待遇：変更なし）

【給与】
想定年収：400万円〜700万円※別途残業代⽀給                                  
                                               
                                                       
                 
【就業時間】
9:00〜17:30 （所定労働時間：7時間30分） 
休憩時間：60分
※時間外労働有／⽉10~30時間

【勤務地】
東京都港区海岸1-16-1 ニューピア⽵芝サウスタワー10F
ゆりかもめ「⽵芝」 駅直結、JR「浜松町」駅 北⼝より徒歩9分、都営浅草線・⼤江⼾線「⼤⾨」駅 A6出⼝より徒歩10分
※当社で経験を積んだ後、グループ会社へ出向いただく可能性があります。  
※転勤の可能性あり（要相談・実際の転勤可能性は低いです）

【休⽇休暇】

年間休⽇：128⽇
完全週休2⽇制（⼟⽇祝）
慶弔休暇
有給休暇：10⽇〜20⽇（下限⽇数は、⼊社半年経過後の付与⽇数となります）
産前・産後休暇

＜下記いずれも有給の休暇として取得可能＞  

夏期休暇5⽇
年末年始休暇（12⽉29⽇〜1⽉4⽇）
育児休暇（復帰率100％）
慶弔休暇
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創⽴記念⽇休暇
⽣理休暇
その他休暇制度あり

【待遇・福利厚⽣】

通勤⼿当：全額実費⽀給
社会保険完備（健康保険、厚⽣年⾦保険、雇⽤保険、労災保険）
厚⽣年⾦基⾦：公認会計⼠年⾦基⾦
退職⾦制度：退職⾦制度（J-ESOP）
企業型確定拠出年⾦制度
定年：60歳、再雇⽤制度あり
副業：可
社内クラブ活動
財形貯蓄制度（三菱東京ＵＦＪ銀⾏）
贈花制度（配偶者誕⽣⽇等）
持株会制度
従業員向け株式給付信託
ベネフィットステーション
フリードリンク
オフィスグリコ設置
健康サポート（健康診断・オプション診断補助・産業医による健康相談・ストレスチェック制度）

＜育休取得実績＞
有（育休後復帰率100%）

＜教育制度・資格補助補⾜＞
・会社指定の公的資格合格時、資格取得補助、資格報奨⾦制度、研修受講補助。
・セキュリティトレンドの勉強会を実施。
・プレゼンテーションスキルアップ研修

スキル・資格

【必須要件】

⼤卒以上
以下いずれかのご経験/スキル

IT商材の営業経験（法⼈/個⼈は不問）
IT関連プロジェクトの推進・管理経験
テクニカルサポートやサービスデリバリー経験
WEBシステム開発のエンジニア経験

【歓迎要件】

WEBシステム開発における上流〜下流⼯程まで⼀貫したご経験
インフラの上流〜下流⼯程まで⼀貫したご経験
マネジメント経験
セキュリティ診断、ペネトレーションテストの実務経験
クラウド（AWS、Azure等）やネットワークに関する知識
情報処理安全確保⽀援⼠、CISSPなどセキュリティ関連資格

【求める⼈材像】

お客様の視点で課題解決を考えられる⽅
チームワークを⼤切にできる⽅
新しい技術や知識の習得に前向きな⽅
論理的思考⼒と迅速な判断⼒を持ち、スピード感を持って対応できる⽅

【選考について】

募集⼈数：1名
選考フロー：書類選考→1次⾯接（⾯接⽅法：web or 対⾯）→適性検査→最終⾯接（⾯接⽅法：対⾯）
⾯接官：1次⾯接‐担当部管理職・⼈事部／最終⾯接‐役員

会社説明
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