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COMPANY OVERVIEW
Leading integrated telecommunications provider in Malaysia looking for Cybersecurity & Privacy Officer.

JOB RESPONSIBILITIES

1. Insight and planning: Gain deep insights into and understand local security and privacy laws and regulations, as well
as security and privacy requirements of local regulators.

2. External communication: Deliver speeches and presentations as a Huawei spokesperson, and effectively
communicate with local regulators, industry and standards organizations, and customer organizations.

3. Connection and execution: Support the establishment of mutually beneficial relationships between organizations
through human relations of mutual trust; balance benefits for multiple parties and realize common goals.

4. Learning: Be capable of self-driven learning, identifying own professional and business capability gaps, and quickly
bridging them through self-learning, training & practice, etc.

5. Business understanding: Have a holistic view; grasp business rules, fully understand ICT or consumer business
requirements, and identify and manage security and privacy risks in business.


https://www.careercross.com/company/detail-329505
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JOB REQUIREMENTS

1. Analysis and planning (strategy/business design and breakdown): Accurately grasp the strategy/business direction,
break down the strategy/business based on internal and external environments, and specify feasible solutions.

2. Execution (implementation and continuous improvement): Execute solutions or manage operations; evaluate, track,
and check tasks in a closed-loop manner.

3. External stakeholder management (trust building): Manage the expectations of stakeholders (including government
regulators, customers, partners, and standards organizations), improve satisfaction, proactively think about and
explore cooperation areas, and build win-win partnerships in cyber security.

4. High-quality material development: Be able to quickly and efficiently develop internal and external communication
materials, which are concise and accurate.

5. Public positioning (external influence): Be able to speak on behalf of the company in public places or be interviewed
by the media/KOLs as a spokesperson of the company.

6. Quick learning: Be prepared to learn and absorb a significant amount of information in a short period of time
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