
セキュリティ製品の運⽤エンジニア ※ゆくゆくは構築や提案に携われる！

テクノロジー企業成⻑率ランキング 3年連続4度⽬の受賞

募集職種

採⽤企業名
株式会社GRCS

求⼈ID
1510833  

部署名
GRCSサービス本部  

業種
ソフトウエア  

外国⼈の割合
外国⼈ 少数

雇⽤形態
正社員  

勤務地
東京都 23区, 千代⽥区

最寄駅
丸の内線、 ⼤⼿町駅

給与
400万円 ~ 550万円

更新⽇
2026年01⽉08⽇ 05:00

応募必要条件

職務経験
3年以上  

キャリアレベル
中途経験者レベル  

英語レベル
基礎会話レベル  

⽇本語レベル
流暢  

最終学歴
⾼等学校卒  

現在のビザ
⽇本での就労許可が必要です  

募集要項

テレワークはあたり前！フルフレックスや時短正社員制度で働きやすさを追求
フラットでオープンな社⾵！部署/役職をまたいでいつでも気軽にすぐチャット
攻めの姿勢で守りのサービスを提供！チャレンジ精神溢れるメンバー

【募集背景】
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社会情勢の変化に伴いGRC（ガバナンス・リスクマネジメント・コンプライアンス）領域およびセキュリティ対策への関⼼
の⾼まりから、GRC＋S領域の課題解決を⾏う弊社に多くの引き合いをいただいております。お客様の7割は⼤⼿企業やグ
ローバル企業、直受けのプロジェクトも多数あります。より多くのお客様の声にお応えし、⽇本企業の「守り」の部分を強
化するというミッションをともに実現してくれる仲間を募集しています。

【仕事内容】

お客様のセキュリティエンジニアリング室のエンドポイントセキュリティ製品・ネットワークセキュリティ製品の運⽤業務
全般や障害対応、開発サポート及び⾃動化業務などをご担当いただきます。

【想定業務】

１－セキュリティ製品の運⽤業務
２－セキュリティオペレーション業務を⾃動化
３－Q＆Aの作成や整理、その他ドキュメント作成
４－ユーザ問合せ対応やセキュリティ製品の障害対応
５－セキュリティシステムの開発サポート

最初のうちは運⽤をメインにご担当いただきますが、ゆくゆくは設計や構築系の業務割合を増やし、スキルアップすること
が可能です。
実績としてすでに当社メンバーはお客様先で製品選定や開発、お客様への提案活動など、業務の幅を広げております。

【この仕事で実現できること】

・フルリモートワークで勤務することが可能
・セキュリティ製品の運⽤の知識に加え、社内勉強会の機会も設けているため、GRC（ガバナンス・リスク・コンプライア
ンス）の知⾒を得ることができ、希少性の⾼い⼈材を⽬指すことができる
・最初のうちは運⽤メインでの業務だが、ゆくゆくは設計や構築、開発など幅広い業務に携わることができる
・⾃ら⽴候補してプロジェクトに参画することも可能であるため、興味のある技術や領域に積極的に関わることができる

【今後のキャリアパス例】
・直接顧客と対話をしながら案件をリードするポジションを⽬指す（プロジェクトリーダー、プロジェクトマネージャー）
・エンジニアとしてGRCやセキュリティを含めた技術⼒を向上させ、セキュリティのスペシャリストとして成⻑する
・メンバーの育成などマネジメント業務に携わる
・顧客への情報共有や提案活動の実績から、将来的にコンサルタントへのキャリアチェンジにチャレンジする

【選考フロー】選考2回想定 ※⾯接は全てオンラインで⾏います
書類選考→1次⾯接+適性検査→2次⾯接→内定

【所属部署】
GRCSサービス本部
約120名のコンサルタント/エンジニア/オペレーターが所属する組織です。
GRC及びセキュリティに関するコンサルティングサービスを提供しております。

本部⻑はエンジニア出⾝で外資系企業にてセキュリティ部⾨のトップを務めていた技術に深い⽅です。
弊社のコアビジネスとなる部⾨で、今後も積極的に最新技術を取り⼊れたソリューション提供を⾏っていく予定です！
またGRCにおいて⻑年サービス提供をしてきたコンサルタントも多数所属しております。
部⾨間でのナレッジシェアも活発でGRC×セキュリティを得ることでさらに市場価値を⾼めることができます。

【雇⽤形態】
正社員

【年収】
400万円 〜 550万円

賞与：年2回（基本給の2カ⽉分）
昇給：年1回（給与改定）
試⽤期間3カ⽉ ※期間中の給与等の待遇に違いはありません。

【勤務地】勤務地：東京都千代⽥区丸の内1丁⽬1番1号パレスビル5F
アクセス：地下鉄「⼤⼿町駅」C13b出⼝より地下通路直結
     JR「東京駅」より徒歩8分
※お客様先に常駐の可能性もあります

【勤務時間】
1⽇の標準労働時間 8時間
※コアタイムなしフルフレックス制
※業務時間はプロジェクトや常駐先の勤務形態によります。

【休⽇休暇】
年間休⽇ 120⽇以上

■完全週休2⽇制（⼟・⽇）
■祝⽇休み
■年末年始休暇
■慶弔休暇
■有給休暇（⼊社時に付与）
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■産前・産後休暇
■育児休暇
■介護休暇

【⼿当/福利厚⽣】
※正社員の場合

■フルフレックス制（コアタイム無し、標準労働時間8時間）
 ※SOC担当はシフト制勤務となるため適応外。就業時に勤務形態について説明させていただきます。
■社会保険完備（雇⽤・労災・健康・厚⽣年⾦）
■交通費全額⽀給
■時間外⼿当⽀給
■在宅勤務制度
■在宅勤務⼿当⽀給（通信費として3000円/⽉⽀給）
■資格取得⽀援制度（受験料・更新料会社負担/奨励⾦有）
■時短正社員制度（1⽇6時間勤務ペース）
■教育研修
■オンライン社内イベント
■部活動補助⾦制度
■インフルエンザ予防接種補助
■社員紹介制度
■最新セキュリティ動向勉強会
■EAP/社員⽀援プログラム制度
■企業型確定拠出型年⾦制度（選択制DC）

スキル・資格

【必須スキル】

・2年以上のセキュリティ製品に関する運⽤業務経験
（EDR（Endpoint Detection and Response）製品、アンチウィルス製品、PAM（Privileged Access Management）製品、
PMS（Personal information protection Management Systems）製品等）
・ユーザーからの問合せやトラブルシューティングの経験

【歓迎スキル】

・エンドポイントやネットワークセキュリティポリシーの知識

【求める⼈物像】

・プロフェッショナルとして責任感をもって仕事に取り組める⽅
・新しい製品やプロジェクトに積極的にチャレンジできる⽅
・チームワークを⼤切にできる⽅
・⾃発的かつ⾃律的に活動を⾏い、⾃ら積極的に問題解決にあたることができる⽅

会社説明
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