
【Cyst】セキュリティコンサルタント（東京）

Job Information

Hiring Company
GLOBAL SECURITY EXPERTS Inc.(GSX)

Job ID
1562614  

Division
事業推進部  

Industry
IT Consulting  

Job Type
Permanent Full-time  

Location
Tokyo - 23 Wards, Minato-ku

Train Description
Yamanote Line, Hamamatsucho Station

Salary
8 million yen ~ 10 million yen

Work Hours
9:00-17:30（実働7.5時間／休憩1時間） ※裁量労働制（専⾨業務型裁量労働制）のため定時以外での勤務可能

Holidays
年間休⽇128⽇／完全週休2⽇制（⼟⽇祝）、慶弔休暇、有給休暇、産前・産後休暇など

Refreshed
January 14th, 2026 13:00

General Requirements

Minimum Experience Level
Over 1 year  

Career Level
Mid Career  

Minimum English Level
None  

Minimum Japanese Level
Native  

Minimum Education Level
High-School  

Visa Status
Permission to work in Japan required  

Job Description

≪募集要項・本ポジションの魅⼒≫

セキュリティ課題に対するコンサルティング業務を担当
業界唯⼀のセキュリティ専⾨企業で幅広い経験を積める
アセスメントから戦略設計まで上流⼯程に関与できる
年間休⽇128⽇、リモート・副業可、福利厚⽣も充実
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【業務内容】
＜サイバーセキュリティ専⾨企業で確かなスキルを⾝に付けませんか？＞
当社は中堅・中⼩企業のセキュリティ教育、脆弱性診断、組織体制づくり、セキュリティ製品導⼊、緊急対応などをフルラ
インナップで提供する業界唯⼀の存在です。

＜概要＞
ご⾃⾝のこれまでの経験を活かして、クライアントのセキュリティ⽀援要請、課題解決に向けてのご⽀援をお任せ致しま
す。

＜具体的に＞
事業会社、コンサルティングファーム、SIer/NIer等を中⼼にお客様のセキュリティ及びセキュリティ案件において、コンサ
ルティング業務を実⾏頂きます。

セキュリティアセスメントサービス
セキュリティリスクの可視化、脅威への対策、セキュリティ監査基準への対応⽀援
近い将来のサイバーセキュリティを想定し、かつ今とるべき最適で戦略的なセキュリティアーキテクチャーのデザイ
ン
セキュリティシステムにおけるプロジェクトマネジメント、あるいはメンバーとしてデリバリの推進
※担当プロジェクトにより業務内容は様々です

＜募集背景＞
IT技術の普及・発達に伴い情報漏洩事故が増加してきております。そんな中で情報セキュリティに関するニーズが拡⼤傾向
にあり、これまでは、⾼度なセキュリティを必要とする⾦融機関や官公庁等が主要顧客でありましたが、今はIT・インター
ネット事業者含め、あらゆる業界でセキュリティニーズが⾼まっており、たくさんのお引き合いを頂いているため、⼈員強
化を図りたく募集をしております。

＜配属先＞
事業推進部
各クライアント毎にPJベースで分けられているチーム体制
⼈員構成：20名

＜本ポジションの魅⼒・やりがいなど＞
■セキュリティ専⾨企業での実務経験
・教育、脆弱性診断、体制構築、製品導⼊、緊急対応までを⼀貫して提供できる業界唯⼀の環境で、幅広いセキュリティ知
識・スキルを体系的に習得可能。

■多様な業界・プロジェクトへの参画
・事業会社・コンサルティングファーム・SIer/NIerなど幅広いクライアントに携わることで、特定分野に限らない多⾯的な
経験を積める。
・官公庁から⼤⼿企業、中堅・中⼩企業まで、案件規模も多彩。

■上流⼯程から参画できる
・アセスメントやリスク可視化、セキュリティアーキテクチャのデザインといった企画・提案フェーズに関わるチャンスが
豊富。
・「診断だけ」「運⽤だけ」ではなく、全体戦略の構築にも関与できる。

■⾼度なコンサルティングスキルの習得
・サイバーセキュリティの最新脅威に対応する知識を学びながら、顧客に提案・伴⾛するコンサル⼒を磨ける。
・経営層や事業部⾨への助⾔・啓発など、ビジネス視点も養える。

■キャリアパスの多様性
・プロジェクトマネジメント、セキュリティコンサルタント、技術エキスパートなど、⾃⾝の志向性に合わせたキャリア形
成が可能。
・ジョブローテーション制度により、SOC/CSIRTや診断業務などへのステップチェンジもできる。

■社会的意義の⼤きな仕事
・サイバー攻撃の脅威が⾼まる中で、企業の安全を守り、社会全体の安⼼・安全に直結するやりがいを実感できる。

〜会社としての魅⼒〜
■情報セキュリティまわりをワンストップでご提供
・当社は中堅・中⼩企業のセキュリティ教育、脆弱性診断、組織体制づくり、セキュリティ製品導⼊、緊急対応などをフル
ラインナップで提供する業界唯⼀の存在です。
・情報セキュリティ・サイバーセキュリティに特化した専⾨会社であり、セキュリティコンサルティング・脆弱性診断・サ
イバーセキュリティソリューションをはじめ、⽇本初のセキュリティ全体像を網羅した教育メニューをご提供しています。
「教育」という観点を各事業の軸に据え、お客様へセキュリティへの気づきを与え市場を活性化する事で、⽇本の情報セ
キュリティレベル向上に貢献します。

■官公庁や⼤⼿企業と取引で安定した業績
・お客様の情報セキュリティに係わる全ての課題について、ワンストップでソリューションを提供することが可能となった
同社では、GEOホールディングスさまや横浜銀⾏さまなどに導⼊頂いている実績がございます。

＜⼊社後のイメージ／キャリアパス＞
■ご⾃⾝のエンジニア経験を活かして、クライアントのセキュリティ⽀援要請、課題解決に向けてのご⽀援をお任せ致しま
す。クライアント先に常駐してプロジェクトに従事することが多いため、多種多様な企業の中で働くことができ、様々なス
キルを⾝に着けることもできます。
■また、定期的に事業部内でのジョブローテーション、事業部を越えたジョブローテーションなどを⾏っているため、豊富
なキャリアパスを歩むことができます。

【雇⽤形態】
正社員
※試⽤期間は、⼊社⽇より6ヶ⽉間とする。（試⽤期間中の待遇：変更なし）
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【給与】
＜予定年収＞800万円〜1,000万円
＜賃⾦形態＞年俸制
＜賃⾦内訳＞年額（基本給）：8,000,000円〜10,000,000円
＜⽉額＞500,000円〜625,000円（16分割）
＜昇給有無＞有
＜残業⼿当＞有
※記載⾦額は選考を通じて上下する可能性があります。
※別途交通費、時間外⼿当⽀給

【就業時間】
9:00-17:30（実働7.5時間／休憩1時間）
※裁量労働制（専⾨業務型裁量労働制）のため定時以外での勤務可能
※時間外労働10~30時間⽬安

【勤務地】
・本社
住所：東京都港区海岸1-16-1 ニューピア⽵芝サウスタワー10F
勤務地最寄駅：ゆりかもめ線／⽵芝駅 or JR⼭⼿線／浜松町駅
受動喫煙対策：屋内全⾯禁煙

■在宅勤務・リモートワーク相談可
■転勤は当⾯想定していません。

【休⽇休暇】
年間休⽇：128⽇
休⽇休暇形態：完全週休2⽇制（⼟⽇祝）、慶弔休暇、有給休暇、産前・産後休暇
※年間有給休暇10⽇〜20⽇（下限⽇数は、⼊社半年経過後の付与⽇数となります）
＜下記いずれも有給の休暇として取得可能＞  
夏期休暇5⽇
年末年始休暇（12⽉29⽇〜1⽉4⽇）
育児休暇（復帰率100％）
慶弔休暇
創⽴記念⽇休暇
⽣理休暇
その他休暇制度あり

【待遇・福利厚⽣】

通勤⼿当：全額実費⽀給
社会保険完備（健康保険、厚⽣年⾦保険、雇⽤保険、労災保険）
厚⽣年⾦基⾦：公認会計⼠年⾦基⾦
退職⾦制度：退職⾦制度（J-ESOP）
企業型確定拠出年⾦制度
定年：60歳、再雇⽤制度あり
副業：可
社内クラブ活動
財形貯蓄制度（三菱東京ＵＦＪ銀⾏）
贈花制度（配偶者誕⽣⽇等）
持株会制度
従業員向け株式給付信託
ベネフィットステーション
フリードリンク
オフィスグリコ設置
健康サポート（健康診断・オプション診断補助・産業医による健康相談・ストレスチェック制度）

＜育休取得実績＞
有（育休後復帰率100%）

＜教育制度・資格補助補⾜＞
・会社指定の公的資格合格時、資格取得補助、資格報奨⾦制度、研修受講補助。
・セキュリティトレンドの勉強会を実施。
・プレゼンテーションスキルアップ研修

Required Skills

学歴不問

【必須要件】
以下いずれかのご経験・スキル

セキュリティコンサルティング、またはSOCやCSIRT構築・運⽤⽀援の経験
セキュリティ教育やインシデント対応訓練の企画・実施経験
情報セキュリティポリシー策定/導⼊/運⽤に関わる業務経験
セキュリティインシデント対応に関する知識（脆弱性管理、リスクアセスメント、インシデント対応プロセス設計）

【歓迎要件】
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CSIRTやSOCでの実務経験
CISM、CISSP、GIAC、CEHなどのセキュリティ関連資格
認証取得に関わる業務経験(ISMS/PMS/PCI DSS 等)

【選考フロー】
書類選考→1次⾯接（⾯接⽅法：web or 対⾯）→適性検査→最終⾯接（⾯接⽅法：対⾯）
1次⾯接：担当部管理職、⼈事部／最終⾯接：役員
※採⽤想定時期：今期中

【募集⼈数】
1名

Company Description
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