
シニアITセキュリティスペシャリスト

⼤⼿Web系企業での募集です。 セキュリティエンジニアのご経験のある⽅は歓迎で…

Job Information

Recruiter
JAC Recruitment Co., Ltd.

Hiring Company
⼤⼿Web系企業  

Job ID
1551063  

Industry
Internet, Web Services  

Job Type
Permanent Full-time  

Location
Tokyo - 23 Wards

Salary
5.5 million yen ~ 15 million yen

Work Hours
09:00 〜 17:30

Holidays
【有給休暇】初年度 10⽇ 3か⽉⽬から 【休⽇】完全週休⼆⽇制 祝⽇ GW 夏季休暇 年末年始 ⼟・⽇・祝祭⽇ 夏期休暇：
3…

Refreshed
February 7th, 2026 01:00

General Requirements

Career Level
Mid Career  

Minimum English Level
Business Level  

Minimum Japanese Level
Native  

Minimum Education Level
Bachelor's Degree  

Visa Status
Permission to work in Japan required  

Job Description

【求⼈No NJB2246023】
◆業務内容
シニアITセキュリティスペシャリストとして、同社の情報資産を保護するための重要な役割を担っていただきます。
主な責務は、CyberArk Endpoint Privilege Manager （EPM）とCloud Access Security Broker（CASB）に関する
ITセキュリティポリシーの設定、管理、維持に注⼒いただき、強固なセキュリティ対策を確⽴することです。
これらのポリシーを効果的に実装するため、コーポレートIT部と密接に連携していただきます。
また、各部⾨や組織と協⼒して、アプリケーション制御に関連するそれぞれの特定のニーズを特定し、
それに応じたソリューションを実装いただきます。さらに、当社のサイバーセキュリティディフェンス部と協⼒し、
同社のセキュリティ体制を強化し、新たな脅威に対する包括的な防御を確保します。
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https://www.careercross.com/en/company/detail-184450


Required Skills

必須要件：
・少なくとも５年のITセキュリティの経験；CyberArk Endpoint Privilege Manager（EPM）とCloud Access Security
Broker（CASB）ポリシーの管理経験があると⾮常に有⽤です。
・リスク評価、インシデント対応、セキュリティポリシーの設定を含む、情報セキュリティの原則、実践、及び、技術に関
する深い知識があること。
・セキュリティポリシーやソリューションの実装のために、機能横断型チームや様々な部⾨と効果的に協業しうる、優れた
コミュニケーションとコラボレーションスキルを持っていること。

歓迎要件：
・ CISSP、CISM、CEH、CompTIA Security＋、または、ITセキュリティフレームワークとベストプラクティスに関して
確かな理解が証明されるその他のセキュリティに関する認定資格を所持していること
・⾼度なセキュリティツール：SIEM（Security Information and Event Management）、DLP （Data Loss 
Prevention）、endpoint detection and response（EDR）プラットフォームなどの⾼度なセキュリティツールや技術の
経験
・ネットワークセキュリティ：ファイヤーウォール、不正侵⼊検知システム・不正侵⼊防御システム（IDS／IPS）、VPN
技術などを含む、ネットワークセキュリティの経験
・セキュリティ監査 ：潜在的なセキュリティリスクの特定と軽減のためのセキュリティ監査や脆弱性診断の経験

Company Description

ご紹介時にご案内いたします
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