
PR/094861 | [Manufacturing] Cyber Security Analyst

Job Information

Recruiter
JAC Recruitment Vietnam Co., Ltd

Job ID
1549520  

Industry
Other (Manufacturing)  

Job Type
Permanent Full-time  

Location
Vietnam

Salary
Negotiable, based on experience

Refreshed
July 8th, 2025 17:15

General Requirements

Minimum Experience Level
Over 3 years  

Career Level
Mid Career  

Minimum English Level
Business Level  

Minimum Japanese Level
Business Level  

Minimum Education Level
Associate Degree/Diploma  

Visa Status
No permission to work in Japan required  

Job Description

Location

Bac Ninh province (company car provided)

 

Company Overview:

A global leader in advanced interconnect technologies, serving industries from telecommunications to aerospace and
automotive.

 

Job Responsibilities:

Monitor and analyze security systems and logs to detect unusual activity or vulnerabilities.
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Respond to and investigate security incidents, ensuring timely containment and resolution.

Conduct regular assessments to identify and address system weaknesses.

Collaborate with internal teams to implement security improvements and best practices.

Deliver awareness training and promote secure behavior across the organization.

Stay informed on emerging threats and integrate threat intelligence into security operations.

Assist in maintaining and updating security policies and compliance documentation.

Prepare reports on incidents, trends, and risk assessments for internal stakeholders.

 

Job Requirements:

Bachelor’s degree in IT, Computer Science, or a related discipline.

Industry certifications such as Security+, CEH, or Microsoft Security Analyst are advantageous.

Hands-on experience with tools like SIEM (e.g., Azure Sentinel), firewalls (e.g., FortiGate), and EDR platforms (e.g.,
CrowdStrike, Defender XDR).

Solid understanding of cybersecurity frameworks (e.g., ISO 27001, CIS Controls).

Strong analytical thinking and problem-solving capabilities.

Effective communicator, able to explain technical issues to non-technical audiences.

Self-motivated and collaborative, with a proactive approach to security challenges.

Eagerness to continuously learn and grow in the cybersecurity field.

 

Benefits:

Competitive salary & incentives

Professional growth opportunities

Comprehensive benefits package 

 

Due to the high volume of applicants, we regret to inform that only shortlisted candidates will be notified. Thank you for your
understanding. 

#LI-JACVN 

Notice: By submitting an application for this position, you acknowledge and consent to the disclosure of your personal
information to the Privacy Policy and Terms and Conditions, for the purpose of recruitment and candidate evaluation.

Privacy Policy Link: https://www.jac-recruitment.vn/privacy-policy
Terms and Conditions Link: https://www.jac-recruitment.vn/terms-of-use
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