
PR/159016 | Network Engineer – SASE or Proxy

Job Information

Recruiter
JAC Recruitment Malaysia

Job ID
1539207  

Industry
Business Consulting  

Job Type
Permanent Full-time  

Location
Malaysia

Salary
Negotiable, based on experience

Refreshed
May 13th, 2025 10:29

General Requirements

Minimum Experience Level
Over 3 years  

Career Level
Mid Career  

Minimum English Level
Business Level  

Minimum Japanese Level
Business Level  

Minimum Education Level
Associate Degree/Diploma  

Visa Status
No permission to work in Japan required  

Job Description

Company and Job Overview:
We are seeking a talented Network Engineer specializing in either Secure Access Service Edge (SASE) or proxy
technologies to join our team. The ideal candidate will be responsible for designing, implementing, and managing network
security solutions that enhance performance, security, and compliance across the enterprise.
 

Job Responsibilities:

Design, deploy, and manage SASE or proxy solutions to strengthen security and optimize network performance.
Ensure seamless and secure access for users, aligning with zero-trust principles.
Implement secure web gateways, traffic filtering, and access controls to protect company data and users.
Troubleshoot network and security issues related to SASE or proxy technologies.
Work closely with IT and cybersecurity teams to enhance security posture and compliance.
Monitor network health and optimize configurations for improved efficiency.
Automate network security processes using scripting and infrastructure-as-code approaches.
Provide documentation, training, and support for SASE/proxy implementations.
Align network security strategies with industry standards and regulations.
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https://www.careercross.com/en/company/detail-329505


Job Requirements:

Bachelor’s degree in Computer Science, Information Technology, or related field.
3+ years of experience in network security engineering with expertise in SASE or proxy technologies.
Hands-on experience with SASE platforms (e.g., Zscaler, Palo Alto Prisma, Netskope) or proxy solutions (e.g.,
Bluecoat, Squid Proxy).
Strong understanding of firewalls, VPNs, identity-based access, and secure internet gateways.
Experience with cloud security models, hybrid networks, and SD-WAN.
Familiarity with network automation tools (Python, Ansible, PowerShell).
Excellent problem-solving and communication skills.
Ability to work in a German time zone, ensuring collaboration across global teams.
 

Benefit

Collaborate with global teams and industry leaders.
Competitive compensation and career growth opportunities.
Flexible remote options with a focus on work-life balance.

Company Description
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